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	Strategy quality criteria
	Project Assurance should check this document using these quality criteria:
· Responsibilities for risk management are defined
· The strategy conforms to both the supplier’s and customer’s quality management systems if appropriate
· Scales for Probability, Impact are measurable

· Scales for Proximity are clear
· Scales are appropriate for the level of control required and take into consideration the project’s time, cost measures. Quality, benefits and scope may also be included
· The strategy has been agreed between the Senior Users and Senior Suppliers



Introduction

(Identifies who has ultimate responsibility for the strategy, (usually the project board) and states the purpose, objectives and scope of risk management not the project’s scope)
Risk Management Procedure

(Any variance from corporate quality standards should be shown, with a justification for the variance)
The procedure should cover:

Identify 
(The steps to take when identifying risks)

Assess

(The steps to take when assessing risks)

Plan

(The steps to take when planning responses to risks)

Implement

(The steps to take when implementing the planned responses to risks)

Communicate

(The steps to take when communicating risks)

Tools and Techniques

(Systems or tools to be used, and any techniques which may be used for each step in the above procedure)

Records

(Definition of the Risk Register and any other risk records that may be used)

Reporting

(Any risk management reports, including their purpose, timing and recipients)

Timing of Risk Management Activities
(When formal risk management activities are to be performed - for example, when the board review the plans prior to approving a stage plan)
Roles and Responsibilities

(Roles and responsibilities for risk management activities, listed in the procedure above)
Scales

(For estimating probability and impact)
Proximity

(Guidance on how proximity for is to be assessed. Proximity categories could be: imminent, within a stage, for the whole project, beyond the project)

Risk Categories

(Categories to be used. PESTLE is an example)

Risk Response Categories

(Response categories to be used, typically describing the difference between, Avoid, Reduce, Fallback, Transfer, Share, Accept, Exploit, Enhance, or Reject)

Early-warning Indicators

(Used to track aspects that if certain predefined levels are reached, corrective action will be triggered. For example, Number of complaints received.)
Risk Tolerance

(The levels of risk exposure, which, when exceeded, require the risk to be escalated, this is project level and should therefore include any corporate escalation needed)

Risk Budget

(Indicates if it is to be established and, if so, how it can be used, for example to fund fallback plans)

Use of this PRINCE In PRACTICE  template assumes agreement to these  terms and conditions which apply





Page 3 of 3

